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Identify Phishing Emails Using SLAM

Hackers use a similar email address H links 1 ifv their legiti

to ones you are familiar with to frick Pﬁ_\’;"_r il m‘l gl © vter_| Y Ff.'r.eg' I|_ml::|cy.

you info opening the email, ishing emails contain malicious links
used fo steal login credentials.
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Yfou are encouraged to be a part of this amazing offer, for a PART-TIME JOB, as you can wo 'k remotely at the
Convenience of your Home or School.
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Check for bait like generic greetfings, misspellings,
grammatical errors, or strange wording and requests.
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Report Phishy Email Activity at Tulane

Tulanians should report any suspicious email activity







